


Organization of the CDT 

CORE TEAM EXTERNAL 
SUPPORT 



Membership 
 CDT is led by the Computer Crimes Unit 
 Core Members 
 Affiliate Members/External Support 

 Raytheon, CVS, Blue Cross and Blue Shield, RI Army/Air 
National Guard, RIEMA, Fusion Center, RBS Citizens, 
Dell SecureWorks, US Attorney’s Office, URI, RWU, 
SRU, Lifespan, DoIT 



CDT Mission Statement 
 “The mission of the Rhode Island Cyber Disruption 

Team is to respond to cyber disruptions caused by 
natural hazard, widespread virus or cyber attack which 
affect critical infrastructure, whether public or private, 
to ensure continuity of service and the safety of Rhode 
Island citizens.” 
 



CDT Objectives 
 The main objectives of the RICDT: 

 Develop a competent computer incident response and 
analysis capacity 

 Provide security related education to both the public 
and private sectors 

 Assist in the hardening of critical infrastructure assets 
 Serve as a regional point of contact to effectively and 

efficiently assist and coordinate with cyber security 
related matters. 



What We Do 
 Real-life exercises 

 September 2013: RIANG CyberShield 
 October 2013: CDT Full-Scale Exercise with cyber disruption vehicle 

deployment 
 CyberShield ’14 and CyberPatriot 2014-2015 
 May 2015 NEIT Hands on training 
  June 2015 Table top Cyber Exercise in conjunction with RIEMA 

 Critical infrastructure assessments and briefings with RIEMA 
 Daily information sharing through secure online portal (HSIN) 
 Cybersecurity related education 

 Public/private sectors, secondary/tertiary education 
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